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* * * * First change * * * *
[bookmark: _Toc51769463][bookmark: _Toc138309536]5.30.2.0	General
SNPN 5GS deployments are based on:
-	the architecture depicted in clause 4.2.3;
-	the architecture for 5GC with Untrusted non-3GPP access (Figure 4.2.8.2.1-1) for either access to SNPN services via a PLMN (and vice versa) or for direct access to SNPN via non-3GPP access;
-	-	the architecture for 5GC with Trusted non-3GPP access (Figure 4.2.8.2.1-2); and
-	the additional functionality covered in clause 5.30.2.
Alternatively, a Credentials Holder (CH) may authenticate and authorize access to an SNPN separate from the Credentials Holder based on the architecture specified in clause 5.30.2.9. Idle and connected mode mobility is supported as defined in clause 5.30.2.11.
Clauses 5.30.2.1 to 5.30.2.11 specify the common SNPN aspects applicable to both 3GPP and non-3GPP access, except where stated differently.
Aspects specific to Untrusted non-3GPP access for SNPN are specified in clause 5.30.2.12.
Aspects specific to Trusted non-3GPP access for SNPN are specified in clause 5.30.2.13.
Aspects specific to N5CW devices accessing SNPN services are specified in clause 5.30.2.15.
The following 5GS features and functionalities are not supported for SNPNs:
-	Interworking with EPS.
-	Also, emergency services when the UE accesses the SNPN over NWu via a PLMN.
-	Roaming, e.g. roaming between SNPNs. However, it is possible for a UE to access an SNPN with credentials from a CH as described in clause 5.30.2.9 and to move between equivalent SNPNs.
-	Handover between SNPN and PLMN or PNI NPN.
-	CIoT 5GS optimizations.
-	CAG.
-	Proximity based Services (ProSe) as defined in TS 23.304 [128].
-	5G NSWO.
A UE with two or more network subscriptions, where one or more network subscriptions may be for a subscribed SNPN, can apply procedures specified for Multi-USIM UEs as described in clause 5.38. The UE shall use a separate PEI for each network subscription when it registers to the network.
NOTE:	The number of preconfigured PEIs for a UE is limited. If the number of network subscriptions for a UE is greater than the preconfigured number of PEIs, the number of network subscriptions that can be registered with the network simultaneously is restricted by the number of pre-configured number of PEIs.

* * * * Next change * * * *
5.30.2.2	Broadcast system information
NG-RAN nodes or Trusted non-3GPP access networks which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
NOTE°2:	The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.
-	Optionally:
-	A human-readable network name per SNPN;
NOTE 3:	The human-readable network name per SNPN is only used for manual SNPN selection. If the SNPN supports Llocalized Sservice, the human-readable network name of the SNPN can be information related to the Llocalized Sservice. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
-	Information, as described in TS 38.300 [27], TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. if the cell only provides access to non-public networks;
-	An indication per SNPN of whether access using credentials from a Credentials Holder is supported;
-	List of supported Group IDs for Network Selection (GINs) per SNPN;
-	An indication per SNPN of whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e. UEs that do not have any PLMN ID and NID nor GIN broadcast by the SNPN in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs.
NOTE 4:	Further details (including number of supported GINs per SNPN) are defined in TS 38.331 [28].

* * * * Next change * * * *
5.30.2.5	Network access control
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a self-assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a coordinated assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
NOTE:	The details of rejection and cause codes is defined in TS 24.501 [47].
If a UE performs the registration in an SNPN using credentials from a Credentials Holder (i.e. the CH is the PLMN/SNPN that owns the UE subscription and controls the access) and the Credentials Holder does not authorize the UE to access that specific SNPN due to access authorization based on subscription data or invalid time for accessing an SNPN that provides access to Llocalized Sservices, then the UDM, in the Credentials Holder, can reject the UE which results in AMF rejecting the registration request from the UE with an appropriate cause code to prevent the UE from automatically selecting and registering with the same SNPN using credentials from the Credentials Holder as described in TS 24.501 [47].
In order to prevent access to SNPNs for authorized UE(s) in the case of network congestion/overload, Unified Access Control information is configured per SNPN (i.e. as part of the subscription information that the UE has for a given SNPN) and provided to the UE as described in TS 24.501 [47].

* * * * Next change * * * *
5.30.2.10.4.2	Onboarding configuration for the UE
In order to enable UP Remote Provisioning of SNPN credentials for a UE, UE Configuration Data for User Plane Remote Provisioning are either pre-configured on the UE or provided by the ONN. UE Configuration Data for User Plane Remote Provisioning provided by the ONN take precedence over corresponding configuration data stored in the UE.
UE Configuration Data for User Plane Remote Provisioning consist of PVS IP address(es) and/or PVS FQDN(s).
If the UE does not have any PVS IP address or PVS FQDN after the establishment of the PDU Session used for User Plane Remote Provisioning, the UE may construct an FQDN for PVS discovery as defined in TS 23.003 [19].
The UE Configuration Data for User Plane Remote Provisioning may be stored in the ME.
The UE Configuration Data for User Plane Remote Provisioning (i.e. PVS IP address(es) or PVS FQDN(s), or both) may be:
-	locally configured in the SMF of ONN; and/or
-	provided by the DCS to the AMF of ON-SNPN as part of the authentication procedure as specified in TS 33.501 [29] and sent by the AMF in the Nsmf_PDUSession_CreateSMContext Request message to the SMF
If the SNPN acting as ON-SNPN is not capable to provide access to Llocalized Sservices, the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN. If the SNPN acting as ON-SNPN is capable to provides access to Llocalized Sservices, the SMF should include both DCS provided and the locally configured PVS IP address(es) and/or PVS FQDN(s), in the UE Configuration Data for User Plane Remote Provisioning.
If the PCF is used for User Plane Remote Provisioning, the SMF provides the UE Configuration Data to the PCF as described in clause 5.30.2.10.4.3.
The UE Configuration Data for User Plane Remote Provisioning may be provided to the UE during the establishment of the PDU Session used for User Plane Remote Provisioning as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.
NOTE:	If there are multiple PVS IP addresses and/or PVS FQDNs in the UE, how the UE selects PVS from this information is up to UE implementation.

* * * * Next change * * * *
[bookmark: _Toc138309559]5.30.2.13	Access to SNPN services via Trusted non-3GPP access
Access to SNPN services via Trusted non-3GPP access network follows the specification in the previous (sub)clauses of clause 5.30.2 with the differences as specified in this clause.
To access SNPN services via a Trusted non-3GPP access network, the UE follows the procedure for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 with the following clarifications and additions:
-	A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2), but also the SNPNs with which 5G connectivity is supported and the related parameters and indications defined in clause 5.30.2.2 (i.e. human-readable network name(s), GIN(s), indication whether access using credentials from a Credentials Holder is supported, indication whether SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, etc.).
-	The UE initiates the access network selection procedure specified in clause 6.3.12.2 and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks.
-	The UE selects an SNPN that is included in the list of available SNPNs following the procedure in clause 5.30.2.4.
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via Trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [3] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required (e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org").
NOTE:	In the case of SNPN ID with self-assigned NID, if the UE, when trying to register with an SNPN ID via TNAN X, is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN ID, the UE does temporarily not attempt to register with the same SNPN ID, even if the same SNPN ID is advertised via another TNAN.
-	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [45], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
UE onboarding via Trusted non-3GPP access is supported as follows:
-	The non-3GPP access network advertises (e.g. via ANQP) an Onboarding enabled indication, as specified in clause 5.30.2.10.2.3.
-	The UE selects an SNPN advertising the Onboarding enabled indication following the network selection procedure specified in clause 5.30.2.10.2.5.
-	As part of UE registration via Trusted non-3GPP access, in Figure 4.12a.2.2-1, step 5 of TS 23.502 [3] the UE provides an onboarding indication inside the AN-Parameters.


* * * * Next change * * * *
[bookmark: _Toc138309957]Annex N (informative):
Support for access to Llocalized Sservices
[bookmark: _Toc138309958]N.1	General
A Llocalized Sservice is a service, which is provided at specific/limited area and/or can be bounded in time. The service can be realized via applications (e.g. live or on-demand audio/video stream, electric game, IMS, etc.), or connectivity (e.g. UE to UE, UE to Data Network, etc.).
A Llocalized Sservice Pprovider is an application provider or network operator who make their services localized and that are offered to the end user via a hosting network. A hosting network can be an SNPN or a PNI-NPN.
[bookmark: _Toc138309959]N.2	Enabling access to Llocalized Sservices
[bookmark: _Toc138309960]N.2.1	General
To enable a PNI-NPN or SNPN to provide access to Llocalized Sservices, the PNI-NPN or SNPN operator configures the network with information enabling the UEs to access the Llocalized Sservices using the PNI-NPN or SNPN according to any validity of the Llocalized Sservices, and the information is determined in agreement with the Llocalized Sservice Pprovider e.g.:
a.	Identification of each Llocalized Sservice, e.g. to be used in URSP rules.
b.	validity restriction for each Llocalized Sservice, e.g. the validity of time and/or location.
c.	service parameters for each Llocalized Sservice, e.g. DNN, S-NSSAI and QoS requirements.
d.	service authorization methods, e.g. NSSAA or Secondary authentication/authorization during PDU Session establishment.
To allow the UE to access the PNI-NPN or SNPN using the HPLMN or subscribed SNPN credential, the PNI-NPN or SNPN can be configured, based on Llocalized Sservice agreements between the PNI-NPN or SNPN and the HPLMN or subscribed SNPN, to allow primary authentication towards a HPLMN, when a PNI-NPN or SNPN is providing access to the Llocalized Sservices, and to allow primary authentication towards a subscribed SNPN, when an SNPN is providing access to the Llocalized Sservices.
To allow the UE to access the SNPN providing access to Llocalized Sservices when new credential is required, the SNPN can provide UE onboarding function as specified in clause 5.30.2.10 for the UE to obtain credential and necessary information to access the SNPN, or the UE can leverage existing credential and network connection to get access to a PVS via User Plane to obtain new credential.
To allow the UE to access the PNI-NPN providing access to the Llocalized Sservices where NSSAA or secondary authentication/authorization during PDU session establishment is required, the UE can obtain new credential using remote provisioning functionality as defined in clause 5.39.
To allow the UE to access the HPLMN or subscribed SNPN services while being registered in the PNI-NPN or SNPN, the PNI-NPN or SNPN can establish service agreements and configure inter-connect with the HPLMN or subscribed SNPN operator. If a PNI-NPN is providing access to the Llocalized Sservices, the existing roaming architecture with home-routed PDU Sessions are used. If an SNPN is providing access to the Llocalized Sservices, then the UE can access HPLMN or subscribed SNPN as described in Annex D, clauses D.3, D.6 and D.7.
[bookmark: _Toc138309961]N.2.2	Configuration of network to provide access to Llocalized Sservices
For configuring the PNI-NPN or SNPN (e.g. creation of network slice/DNN for carrying Llocalized Sservice traffic), existing OAM mechanisms can be re-used as per TS 28.557 [148] clause 6.3.1, that provides a solution for NPN provisioning by a network slice of a PLMN and for exposure of management capability of PNI-NPN (clause 6.3.2). The attributes to support this management is further documented in TS 28.541 [149].
[bookmark: _Toc138309962]N.2.3	Session Management aspects
For session management level information and interactions such as monitoring the PNI-NPN or SNPN performance, and enabling suitable QoS for UE in the PNI-NPN or SNPN for Llocalized Sservice, the following non-exhaustive options can be used:
-	Covered by the SLA between the PNI-NPN or SNPN operator and the Llocalized Sservice Pprovider.
-	Reuse the existing network exposure procedures as specified in TS 23.502 [3] clause 4.15, where the Llocalized Sservice Pprovider is taking the AF role and utilizing the exposure capability provided by the PNI-NPN or SNPN.
-	Enable NEF/PCF in the PNI-NPN or SNPN providing access to the Llocalized Sservices (via AF of the Llocalized Sservice Pprovider) to receive and forward the validity conditions and QoS requirements of the Llocalized Sservices to the AMF/SMF by reusing the existing PCF initiated AM/SM policy association procedures described in TS 23.502 [3] clause 4.16.
[bookmark: _Toc138309963]N.3	Selection of network providing access to Llocalized Sservices
The UE selects an SNPN providing access for Llocalized Sservices as described in clause 5.30.2.4.2, clause 5.30.2.4.3 and in TS 23.122 [17].
[bookmark: _Toc138309964]N.4	Enabling the UE access to Llocalized Sservices
The access to a Llocalized Sservice is made available in a specific area and/or a specific period of time.
After the UE has successfully registered to a PNI-NPN/SNPN providing access to the Llocalized Sservice, the UE can be configured with URSP rules using existing principles (see clause 6.6.2.2 of TS 23.503 [45]).
The URSP rules can include an association between the UE application and the DNN/S-NSSAI which is meant for a particular Llocalized Sservice. The URSP rules can also include "Route Selection Validation Criteria" as described in Table 6.6.2.1-3 of TS 23.503 [45], with the time/location defined for the particular Llocalized Sservice.
The existing LADN feature described in clause 5.6.5 can also be used for enabling the UE access to Llocalized Sservice which is defined by a LADN DNN. The S-NSSAI used for a Llocalized Sservice can be restricted to a specific area and time as described in clause 5.15.
[bookmark: _Toc138309965]N.5	Support for leaving network that provides access to Llocalized Sservices
When Llocalized Sservices in a network are completed, all UEs that are registered with the network are expected to be transferred to other network or to other network resources (e.g. other cells) within the same network, potentially within a relatively short timeframe. The other network can be HPLMN, VPLMN or another SNPN.
UE can stop using the network resources for Llocalized Sservices for numerous reasons, e.g. when one or more of the following conditions apply:
-	Localized Sservices in a network are completed.
-	Validity conditions of network selection information are no longer met.
-	The user decides to stop using the Llocalized Sservices before they are completed.
-	A policy decision is taken by the network, with the effect that the UE is deregistered before the Llocalized Sservices are completed.
NOTE:	The list is not an exhaustive list and UE can stop using the network resources for Llocalized Sservices due to other reasons e.g. UE loses coverage, power off.
When large number of UEs move to other network (i.e. HPLMN, VPLMN or another SNPN) or other network resources within a relatively short timeframe, the total signalling involved can cause signalling overload in the target network.
Existing mechanisms for Control Plane Load Control, Congestion and Overload Control described in clause 5.19 and access control and barring described in clause 5.2.5 can be used to mitigate the signalling overload caused by returning UEs. For further enhancement of mitigation of signalling overload, additional mechanisms can be implemented to ensure spreading of the load that returning UEs cause. Such mechanisms are implementation-specific, but some guidelines that can be considered are described below:
-	The time validity of the network selection information given to a UE can be set somewhat longer than the actual duration of the service, e.g. users will by themselves disable Llocalized Sservice and the UE then stops using the connectivity to access the Llocalized Sservice, thus causing the UE to be moved, e.g. by performing normal network selection.
-	The time validity of the network selection information given to a UE can be different for each UE so that each UE performs network selection at a different time to distribute returning UEs.
-	When the AMF after end of Llocalized Sservices triggers deregistration of UEs, the deregistration requests can be sent at a certain rate in an adaptive and distributed manner, with the effect that the signalling load on both the source network and the target network is limited.
-	When the AMF after end of Llocalized Sservices triggers UE configuration update procedure, e.g. to remove S-NSSAI from the Allowed NSSAI (if dedicated S-NSSAI is used for the Llocalized Sservice), the requests can be sent at a certain rate, with the effect that the signalling load in the network is limited.
[bookmark: _Toc138309966]N.6	Configuration of Credentials Holder for determining SNPN selection information
To enable the HPLMN or the subscribed SNPN acting as Credentials Holder to generate and provision UEs with SNPN selection information for discovery and selection of SNPNs providing Llocalizsed Sservices, based on service agreement between the Localizsed Service Provider or the SNPN providing Llocalized Sservices and the HPLMN or the subscribed SNPN acting as Credentials Holder, the Localizsed Service Provider or the SNPN providing access to Llocalized Sservices can provide configuration information for SNPN selection to the HPLMN or the subscribed SNPN acting as Credentials Holder. The configuration information for SNPN selection may contain at least one of the following parameters:
a.	Identifier of the SNPN providing access to one or more Llocalized Sservices;
b.	Identification of each Llocalized Sservice;
c.	validity information for each Llocalized Sservice, e.g. the validity time information or/and location assistance information; and/or
d.	List of UE IDs (e.g. GPSIs or External Group ID) identifying the UEs subscribed with a Llocalized Sservice.
Editor's note:	The exchange between the Localised Service Provider or the SNPN providing access to localized service and the HPLMN or the subscribed SNPN acting as Credentials Holder is FFS.
The operator of the HPLMN or the subscribed SNPN acting as Credentials Holder then may use the information received from the SNPN providing lLocalizsed Sservices and/or Localized Service Provider to create or update the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs for accessing Localized Services and provision the UEs using the Steering of Roaming procedure as defined in TS 23.122 [17].

* * * * End of changes * * * *

